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ACTON AGUA DULCE UNIFIED SCHOOL DISTRICT District Office
Acceptable Use Agreement for Student Technology

Introduction:

Students in the Acton Agua Dulce Unified School District are able to use the District’s computers, networks, mobile devices, and
other electronic devices to complete school projects, obtain filtered access to the Internet, access District provided email account
and electronic storage space.

Computers, mobile devices, and other pieces of technology support learning, enhance instruction, and provide users with a wealth
of information. Internet access is free to District users. The Internet provides users with access to a wide range of information and
resources including text, graphics, photographs, video and sound. When used properly, it is a valuable research tool. Internet access
in the Acton Agua Dulce Unified School District is filtered by a system selected by the District. While most of the controversial
information will be blocked, some information is still available that may be offenswe -The Acton Agua Dulce Unified School District
does not condone the use of such information or materials.

Access to Acton Agua Dulce Unified School District computers, networks, mobile:devices, electronic devices, and the Internet is
limited to educational purposes only. All District and personal devices uséd throughout:the Acton Agua Dulce Unified School District
are to be used in a responsible, efficient, ethical, and legal manner. Responsible use includes the expectation that users will
immediately alert school administration when inappropriate materlal (sent or recelved) has been transmitted on any District or
personal device.

times. Students shall keep accounts and passwords private and shall on!y use the: _a_c_counts to which they.:_have been assigned.

The District reserves the right to monitor any networkfafcﬁ:vi_ty'and commuﬁicé'ﬁlpns for improper use.

Acceptable Uses of Acton Agua Dulce Unified School Dlstrict Computers;: Networks, Moblle Devices, Electronic Devices, and the
Internet:
A responsible user may:

= Use District provided or persdﬁai slectronic.devices and the‘lfternet to research and complete assigned classroom projects.

® Use District provided or personal’ emasl to: send -electronic mail{g other students and staff members. The purpose of these
communtcaﬂons should:be education’:ﬂ Thls may: fnclude collaboratmg with students, communicating with teachers, or
submitting’ ass:gnments ‘electronically:-

= Store mformatlon in his or her‘Distrjct prowded storage. This storage is intended for classroom assignments and other school
related matErl_a_Is. It should not include personal programs, files, photos, or video.

Unacceptable Uses of Acton Agua Dulce Umfled ‘School District Computers, Networks, Mobile Devices, Electronic Devices, and the
Internet: o
A responsible user may not:

= Use District provided or personal‘@léctronic devices and the Internet in the classroom without teacher permission.

= Login for another student or user. All users must login under their own username and password.

= Access, post, submit, publish, or display harmful or inappropriate matter that is threatening, obscene, disruptive, or sexually
explicit, or that could be construed as harassment or disparagement of others based on their race/ethnicity, national origin,
sex, gender, sexual orientation, age, disability, religion, or political belief.

= Engage in cyberbullying.

= Enter public chat rooms that are not authorized by the District for instructional use.

= Disclose, use, or disseminate personal identification information about themselves or others when using email or other forms
of direct electronic communication. Students also shall be cautioned not to disclose such information by other means to
individuals contacted through the Internet without the permission of their parents/guardians. Personal information
includes the student's name, address, telephone number, Social Security number, or other personally identifiable
information.

= Bypass the District Internet filtering system.



= Use the Internet or other school technologies for any illegal purpose, financial gain, or commercial activity.

= Use any system to encourage the use of drugs, alcohol, or tobacco, nor shall they promote unethical practices or any activity
prohibited by law, Board policy, or administrative regulations.

m Access or change another user’s information or files.

= |[mpersonate or assume the identity of another user or send anonymous messages.

» Re-post or forward personal communication without the author’s prior consent.

= Violate copyright laws or use intellectual property of another individual or organization.

= Misuse or abuse technology equipment.

= Arrange to meet anyone they have only met over the Internet in person.

= Violate the acceptable use agreement of other organizations or any local, state, or federal statutes.

= Copy commercial software in violation of copyright laws.

* Intentionally upload, download, or create computer viruses and/or maliciously attempt to harm or destroy District equipment
or materials, or manipulate the data of any other user, including so-called “hacking.”

Consequences: :

When a student is found to have violated Board policy, administrative regulatinn ‘ar the District's Acceptable Use Agreement for
Student Technology, the principal or designee may cancel or fimit a student's-tiser priwleges or increase supervision of the student's
use of the District's technological resources, as appropriate. Inappropriate use also mav rresult in disciplinary action and/or legal
action in accordance with law, Board policy, and administrative regulatlon :

Privacy:
District provided electronic mail, storage, and Internet access is not ‘guaranteed to be private. NétWork Admlnlstrators and faculty
may review messages, files, or logs to ensure students are acting responSIny i

Personal Devices:

Personal devices, such as smartphones, tablets, Iaptops, and other electronic devices, may connect to the District wireless network.
The wireless network should be used for educational purposes only All District netwiorks are monitored and filtered, and privacy
should not be assumed while using these networks. The District is not: re5p0n5|ble forloss, theft, or any damage of personal devices.
DeVIce compatibility with the D|str|ct wireless network is not; guaranteed and should not: be assumed. The District will not prowde
specific classroom policy. Staff maintains the rlghg to. restrict pers_onal_.dewce access: while on campus. Irresponsible use of personal
devices may lead to confiscating devices from students for release to.guardian and/or restricting network access privileges.

Dlsclalmer

Any statement made on the network or lnternet ‘18- understood to: he the point of view of the author, not necessarily that of the
Acton Agua Dulce’ Umfled School Districtorits emplayees. The Acton Agua Dulce Unified School District is not responsible for the
accuracy or quality of’ Informatlon obtained: ‘through school Internet access. In addition, it is possible to purchase goods and services
via the Internet that could: resultin unwanted ﬂnanual obhgatlons for which a student’s parent or guardian would be liable. The
Acton Agua Dulce Unified Schaol District will not be responsible for unauthorized financial obligations that result from District
provided Internet access.

The Acton Agua Dulce Unified School D:strlct wi[l not be responsible for any claims, losses, or damages users suffer through the use

of District technology. This includes loss of data resulting from delays or interruption in service as well as personal property used to
access District computers or networks.

By signing on to use the Internet and online services in the Acton Agua Dulce Unified School District, | acknowledge that I:
= Understand the rules and regulations of the Acceptable Use Agreement for Student Technology.
= Realize that if | violate the rules, the principal or designee may cancel or limit my privileges or increase supervision of my use
of the District's technological resources, as appropriate. Inappropriate use also may result in disciplinary action and/or legal
action in accordance with law, Board policy, and administrative regulation.
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